# Ερωτηματολόγιο

**Κανόνες Ασφαλείας**

Ποια είναι η ασφαλής πρακτική για την περιήγηση σου στο διαδίκτυο;

Τι πρέπει να κάνεις αν σε μια ιστοσελίδα συναντήσεις επιβλαβές περιεχόμενο (π.χ άσεμνες φωτογραφίες, έκφραση ρατσιστικών απόψεων, ενθάρρυνση βίαιων συμπεριφορών);

Ποια είναι η καλύτερη στρατηγική που πρέπει να ακολουθήσεις για την καλύτερη και πιο ασφαλή πλοήγηση στο διαδίκτυο;

Τι πρέπει να κάνεις όταν λαμβάνεις ένα μήνυμα από έναν άγνωστο;

Τι πρέπει να κάνεις όταν δεις κάτι σε μια ιστοσελίδα, forum, παιχνίδι που θεωρείς ανάρμοστο;

Τι είναι το ηλεκτρονικό ίχνος;

Πως μπορείς να επικοινωνήσεις με την Δίωξη του Ηλεκτρονικού εγκλήματoς;

**Grooming**

Τι είναι το grooming (διαδικτυακή εκμετάλλευση)

Ποια είναι τα χαρακτηριστικά του Grooming;

Μέσα από ποιες πλατφόρμες γίνεται η προσέγγιση;

Τι θεωρείται ασφαλής πρακτική για την προστατευμένη χρήση των κοινωνικών δικτύων (fb, instagram, κτλ);

**Διαδικτυακα πρότυπα**

Ξέρεις τι είναι ένας influencer;

Πιστεύεις πως ένας influencer πρέπει να σου υποδεικνύει να κάνεις διάφορα πράγματα, για π.χ το πως να ντύνεσαι, το πώς να μιλάς, το πώς να συμπεριφέρεσαι;

Τι πρέπει να κάνεις αν οι γονείς σου κοινοποιούν στα κοινωνικά δίκτυα προσωπικές σου πληροφορίες;

**Προσωπικά δεδομένα**

Τι είναι τα προσωπικά δεδομένα:

Γιατί πρέπει να προστατεύονται;

Αν κάποιος σου ζητήσει το κωδικό (π.χ από το email σου ή κάποιο κοινωνικό δίκτυο) τι πρέπει να κάνεις;

Στα κοινωνικά δίκτυα αλλά και σε πολλές ηλεκτρονικές πλατφόρμες για να δημιουργήσεις λογαριασμό σου ζητείται το e-mail και το όνομά σου. Τι πρέπει να κάνεις προκειμένου να τα διαφυλάξεις;

Στους λογαριασμούς σε κοινωνικό δίκτυο ποιες πληροφορίες πρέπει να αποφεύγεις να κοινοποιείς;

 **Διαδικτυακά παιχνίδια**

Ποιες παγίδες μπορεί να κρύβουν;

Ποιους Βασικού κανόνες ασφαλείας πρέπει να εφαρμόζεις όταν παίζεις διαδικτυακά παιχνίδια;

Αν κάποιος άλλο παίκτης έχει ανάρμοστη συμπεριφορά απέναντι σου τι πρέπει να κάνεις;

Αν κάποιος άλλος παίκτης σου ζητήσει τους κωδικούς για το παιχνίδι τι πρέπει να κάνεις;

**HACKING**

Τι είναι το κακόβουλο λογισμικό;

Πως να το αποφεύγεις;

Πώς το αναγνωρίζεις;

Αν λάβεις ένα μήνυμα email από άγνωστο αποστολέα και περιέχει έναν υπερδεσμό (link) τι πρέπει να κάνεις;

Συνήθως όταν η συσκευή σου έχει κολλήσει κάποιον ιό τι παρατηρείς;

**Sexting**

Τι είναι το sexting;

Ποιοι είνια οι κίνδυνοι του;

Πώς ονομάζεται το ποινικό αδίκημα κατοχής ή/και διακίνησης υλικού ερωτικού περιεχομένου που αφορά ανήλικους;

**Cyberbullying**

Τι είναι το Cyberbullying;

Ποιες μορφές Cyberbullying ξέρεις;

Ποιες μπορεί να είναι οι συνέπειες του στα θύματα;

Ποιος μπορεί να είναι θύμα του;