**ΦΥΛΛΟ ΕΡΓΑΣΙΑΣ**

**ΟΜΑΔΑ 3**

**Δίνεται η παρακάτω περίπτωση**

Η Άννα, μια νεαρή γυναίκα, λαμβάνει ένα email από μια εταιρεία που φαίνεται να είναι ο πάροχος της υπηρεσίας τραπεζικών συναλλαγών της. Το email δηλώνει ότι υπάρχει κάποιο πρόβλημα με τον λογαριασμό της και της ζητείται να κάνει κλικ σε ένα σύνδεσμο για να επαληθεύσει τα στοιχεία της.

Η Άννα, αν και αμφισβητεί λίγο το email, ανησυχεί και κάνει κλικ στο σύνδεσμο. Αυτό την οδηγεί σε μια ιστοσελίδα που φαίνεται πολύ παρόμοια με την πραγματική ιστοσελίδα της τράπεζας. Η Άννα εισάγει τα στοιχεία της στη φόρμα που υπάρχει στη σελίδα, συμπεριλαμβανομένων των στοιχείων της κάρτας της.

Λίγες ημέρες αργότερα, η Άννα διαπιστώνει ότι έχουν γίνει συναλλαγές από το λογαριασμό της και ότι οι κακόβουλοι χρήστες έχουν κάνει αγορές με την κάρτα της.

**Μελετήστε την παραπάνω περίπτωση και προσπαθήστε να απαντήσετε στις παρακάτω ερωτήσεις.**

1. Τι παρατηρείτε για την κατάσταση ; Εντοπίσατε κάποιον κίνδυνο;
2. Σκεφτείτε κάποιον τρόπο χειρισμού για την αντιμετώπιση της συγκεκριμένης περίπτωσης.
3. Μεταβείτε στον σύνδεσμο <https://padlet.com/fotislefas1/social-media-a37mpzr6e2kb6mhi> **(**υπάρχει και στο e-class στις Συνδέσεις Διαδικτύου με όνομα συνδέσμου «Social Media») και προτείνετε ως ομάδα ένα μειονέκτημα από τη χρήση των κοινωνικών δικτύων και καταγράψτε το στον πίνακα ανακοινώσεων. Έπειτα βαθμολογήστε τις αναρτήσεις των υπόλοιπων ομάδων.